SA WG2 Temporary Document

Page 2

SA WG2 Meeting #150E e-meeting
S2-2202752
Elbonia, 6th – 12th April 2022
(revision of S2-22xxxxx)
Source:
Samsung
Title:
Solution on Application-aware QoS (Key issue #4 and #5)
Document for:
Approval

Agenda Item:
9.19
Work Item / Release:
FS_XRM / Rel-18
Abstract: This contribution proposes a solution on Application-aware QoS (Key issue #4 and #5).
1.
Introduction
In order to enhance the efficiency of packet delivery for XR/media service we need to consider Application level information (i.e. characteristics of PDU set) as well as packet level information (i.e. existing 5G QoS characteristics determined by 5QI). 
In 5GS packets are handled as their 5QI as usual. However, when system is allowed, additionally application level information may be considered on handling packets e.g. importance of a PDU set the packet belongs to, correlation with other PDU sets, etc. 
Accordingly this paper solves the problems of key issue #4 and #5;
----key issue #4----
-
Which types of PDU Set (e.g. frame/video slice) shall be supported for PDU Set integrated packet handling by 5G network.
NOTE 1:
Coordination with SA WG4 is possibly needed.

-
What information should be provided to the 5GS regarding PDU Set for integrated packet handling, and how such information should be provided.
-
How the 5GS identifies that a PDU belongs to a specific PDU Set.
NOTE 2:
It is assumed that some header information necessary for the identification of PDUs and it is assumed that the corresponding information is not encrypted.

-
Whether and how to enhance the QoS model and policy control for PDU Set integrated packet handling.
-
Whether and how to perform the PDU Set integrated packet handling in the UE, RAN and/or UPF.
-
What information needs to be provided to the RAN and/or UPF to support PDU Set integrated packet handling in both the downlink and uplink direction.
-
Whether and how provide information to the UE for PDU Set integrated packet handling.

NOTE 3:
Coordination with RAN WGs may be needed.
----key issue #5----
-
How does the 5GS identify the PDUs of one PDU Set.
-
How does the 5GS determine the importance information for a given PDU Set and/or dependency information between different PDU Sets.
-
Which network entity needs the importance/dependency information associated with the PDU Set and how it receives it.
-
Whether and how to enhance the QoS model and policy control for the importance/dependency information associated with a given PDU Set.
-
Definition of the importance/dependency information enabling differentiated PDU Set handling.
2.
Proposal
It is proposed to capture the following changes into TR 23.700-60.
*******Start of 1st change*******
6.0
Mapping of Solutions to Key Issues

Editor's note:
This clause describes the mapping between solutions and key issues.

Table 6.0-1: Mapping of Solutions to Key Issues
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*******Start of 2nd change(new text)*******
6.XX
Solution #XX: Application-aware QoS
6.XX.1
Key Issue mapping
Editor's note:
This clause lists the key issue(s) addressed by this solution.

This solution addresses Key Issue #4 and #5.

6.XX.2
Description

Editor's note:
This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub)clause(s) may be added to capture details.

We assume reuse the current 5QI-based packet level QoS mechanism. How to consider application level characteristics for efficiency is applied on top of that. Accordingly how 5GS can recognize a PDU set the packet belongs to and how to identify the PDU set and how to handle the packets of the PDU set are determined.
6.XX.3
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
6.XX.3.1
General

When SM NAS procedures are performed 5QI-based packet level QoS policies are applied. On top of the packet level QoS policies Application level QoS policies are applied if the 5GS and UE subscription are allowed. 
6.XX.3.2
PDU Session establishment procedure considering application QoS policy
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Figure 6.xx.3.2-1: PDU Session establishment procedure considering application QoS policy
The following additions apply compared to clause 4.3.2.2 of TS 23.502 [3]:

1. PCF may have application level QoS policy information if dynamic PCC is applied. 
2. When UE request PDU session establishment, it includes XR/media dedicated DNN and S-NSSAI, which may be standardized or determined by the operator.

3. SMF retrieves the SM subscription from UDM, which includes indication whether Application-level QoS mechanism is allowed in addition.
4-5. If dynamic PCC is applied PCC rules including Application level QoS policies are provisioned to SMF in accordance with XR/media dedicated DNN and S-NSSAI. Otherwise, the SMF may apply local policy.
Editor's note:
Details of Application level QoS policies are FFS.

6.
The SMF may send an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules considering Application level QoS information to be installed on the UPF for this PDU Session, which includes if the application level QoS is supported. Additionally includes indication that dedicated queue is required for a QFI dedicated to HDRLL(high data rate low latency) or XR services.
Editor's note:
Details of N4 rules are FFS.

7-8. The SMF provides NG-RAN with N2 SM information for application level QoS profiles, and the UE with N1 SM information for application level QoS rules and QoS parameters and QoS profiles, where the SMF includes an indication if the application level QoS is supported in the N1 SM information and the N2 SM information. Besides SMF includes indication that dedicated queue is required for a QFI dedicated to HDRLL or XR services in the N2 SM information.
10. The SMF sends an N4 Session Modification Request to the UPF and provides AN information as well as Packet detection, enforcement and reporting rules considering Application level QoS information to be installed on the UPF for this PDU Session.
Editor's note:
Details of N4 rules are FFS.

11a/b-12.  XR/media data arrives at UPF. Then according to N4 rules the UPF handles packets. Especially if the application level QoS is supported, application level QoS mechanisms are applied. For example, based on packet level and application level detection, it marks the GTP header for DL packets e.g. 5QI, PDU set ID, importance level of the PDU set, correlation sequence number of the PDU set, etc. and UPF performs application level QoS enforcement. For example, when transmission of a PDU set is considered as failed, packets of another later PDU sets may be dropped if its importance level is same or less, and it is assumed as correlated to the failed one by difference of correlation SN.
Editor's note:
Details of application level QoS mechanisms in UPF are FFS.

13-11c. NG-RAM performs application level QoS enforcement if the application level QoS is supported. For example, when transmission of a PDU set is considered as failed, packets of another later PDU sets may be dropped if its importance level is same or less, and it is assumed as correlated to the failed one by difference of correlation SN.
Editor's note:
Details of application level QoS mechanisms in NG-RAN are FFS.

6.XX.4
Impacts on services, entities and interfaces
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
The followings are additionally required:

UDM:

-
send SM subscription data indicating whether Application-level QoS mechanism is allowed.
PCF:

-
store and provide PCC rule including application level QoS policy information to SMF.
SMF:

-
provide application level QoS information to UPF and NG-RAN node.

UPF:

-
detection/marking/enforcement/reporting of packets is performed by application level QoS mechanisms per N4 rules
-  marking for DL packets as PDU set characteristics.
NG-RAN:

-
application level QoS enforcement is performed 
-  marking for UL packets based on PDU set characteristics that UE provides.
UE:

-
provides PDU set characteristics of the UL packets to NG-RAN. 
Editor's note:
other additional impacts are FFS.
*******End of changes*******[image: image2.png]
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